# IT policy för Inner Wheel Sverige

## Information och ansvar

Det är upp till varje IT-samordnare och Webmaster att ansvara för att denna policy sprids och efterlevs bland medlemmarna. Det är också varje IT-samordnares ansvar att vidta åtgärder mot överträdelser av reglerna i denna policy. För att använda Medlemsregistret och dess uppgifter skall medlemmen bekräfta att hon har tagit del av och förstått Inner Wheel Sveriges IT-policy samt att hon accepterar den och även samtycker till att vi registrerar uppgifter om henne för att kunna driva verksamheten. Detta samtycke skall skickas till närmaste IT-samordnare.

Rådets medlemmar och samtliga IT-administratörer skall skriva under speciell acceptans/samtycke på att de är medvetna om och inte missbrukar sin tillgång till medlemmarnas personuppgifter.

## E-post

Den e-post som skickas till Inner Wheel Sverige eller finns lagrad i Inner Wheel Sveriges IT-system betraktas som Inner Wheel Sveriges egendom. All utgående e-post från Inner Wheel Sveriges domän (innerwheel.se) uppfattas som föreningens då funktionärer inom Inner Wheel Sverige står som avsändare.

**E-post får aldrig användas på följande sätt med angivande av medlemskap eller funktionärsstatus i Inner Wheel Sverige.**

* Till försändelse av e-post för personlig vinning.
* Till försändelse av e-post som har kränkande åsikter.
* Till försändelse av e-post som har extrema religiösa eller extrema politiska åsikter.
* Till försändelse av e-post som tillhandahåller pornografiska produkter.
* Till försändelse av e-post av karaktär kedjebrev.
* För vidarebefordran av e-post som avses ovan.

## Hemsidor

**Hemsidorna får aldrig användas på följande sätt inom Inner Wheel Sverige**

* Till att publicera text eller bild för personlig vinning.
* Till att publicera text eller bild med kränkande innehåll.
* Till att publicera text eller bild med religiöst eller politiskt innehåll.
* Till att publicera text eller bild som är hets mot folkgrupp.
* Till att publicera text eller bild av pornografisk karaktär.

Medlemsregister

**Medlemsregistret får aldrig användas på följande sätt inom Inner Wheel Sverige**

* Till personlig vinning.
* Till att distribuera material med kränkande innehåll.
* Till att distribuera material med religiöst eller politiskt innehåll.
* Till att distribuera material som innehåller hets mot folkgrupp.
* Till att distribuera material av pornografisk karaktär.

## Informationskontroll

All information och lagring av data i Inner Wheel Sveriges informationssystem kan komma att kontrolleras och sker inom ramen för reglerna i lagen GDPR ”General Data Protection Regulation”. GDPR ger alla som lämnar sina personuppgifter ett utökat skydd jämfört med vad tidigare lag gjorde.

Beslut om kontroll tas av Rådets IT-samordnare eller Rådets Webmaster eller av Datainspektionen. Inner Wheel Sverige skall ha tillgång till all information inom systemen vilket innebär att ingen information får utestängas med exempelvis kryptering.

Privat e-post eller annat privat material är inte skyddat för behörig insyn inom Inner Wheel Sveriges IT-system. Inner Wheel Sverige äger rättslig skyldighet att kontrollera sina IT-system. GDPR och datainspektionen ställer krav på detta. Andra skäl till att gå igenom systemen är för att finna virus- och intrångsförsök.

## Det är förbjudet att

* försöka tränga igenom interna eller externa säkerhetsspärrar.
* låta annan medlem, anhörig eller bekant låna lösenord och användarnamn.
* kopiera eller arkivera exempelvis medlemsregister från Inner Wheel Sveriges IT-system.

Inner Wheel Sverige äger rätt att logga all trafik in och ut från Inner Wheel Sveriges IT-system och att använda loggad information för kontroll av ovanstående.

## Åtgärder vid överträdelser av reglerna i denna policy

Ansvarig IT-samordnare eller Webmaster på distrikt eller klubbnivå är ansvarig för att varje misstänkt överträdelse av reglerna i denna policy omgående anmäls till Rådets IT-samordnare. Rådets IT-samordnare anmäler detta vidare till Datainspektionen för utredning.